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The present Data Control Information collects everything you need to know about how we use and protect your personal data, in compliance with the European Union’s General Data Protection Regulation (GDPR), when you apply for participating in the Romanian-Hungarian surgery training programme that is organised as part of the ROHU400 programme.
1. Who can you contact?

It is the Szent-Györgyi Albert Clinical Centre of the University of Szeged that controls the personal information provided by the applicants of the Romanian-Hungarian surgery training programme that is organised as part of the ROHU400 programme; however, the actual data processing is performed by the organisational unit named below.

University of Szeged
Szent-Györgyi Albert Clinical Centre 
Department of Surgery 
Contact person: Ardai Hajnalka
Postal address: 6725 Szeged, Tisza Lajos krt. 111.
Tel.: +36 62 341 180
E-mail address: office.maxillo@med.u-szeged.hu
Website: https://u-szeged.hu/szakk/maxillo/kezdooldal/
The name and contact details of the data protection officer of the Szent-Györgyi Albert Clinical Centre of the University of Szeged, and the name and contact details of the data protection officer of the University of Szeged can be found in Point 11.1 and Point 11.2 of this Data Control Information.

Feel free to contact us at any of the addresses provided above if you have questions concerning the processing of your personal data.

2. What is the legal basis of data processing?

We inform you that we process your personal data in compliance with the following:
· Regulation 2016/679 of the European Parliament and of the Council on the protection of natural persons with regard to the processing of personal data and on the free movement of such data (General Data Protection Regulation) and repealing Directive 95/46/EC,
· Act CXII of 2011 on the Right of Informational Self-Determination and on Freedom of Information.

3. Does the University of Szeged have a Data Protection Policy?

Yes, it does.

You can read the Data Protection Policy of the University of Szeged by clicking on the following link: http://www.u-szeged.hu/szabalyzatok
For the Data Protection Policy of the Szent-Györgyi Albert Clinical Centre of the University of Szeged visit: http://www.klinikaikozpont.u-szeged.hu/hu/adatvedelem.html
4. What kinds of data processing do we perform?

In connection with the applications for participating in the Romanian-Hungarian surgery training programme that is organised as part of the ROHU400 programme, we perform the following data processing activities: storing the data required for applying to participate in the programme. 

4.1. Storing the data required for applying to participate in the programme
	What kind of data?
	Why do we register it?
	What is the legal basis of processing?
	How long do we store it?

	Name
	With the purpose of identifying the given person.
	Voluntary informed consent.
	For minimum 5 years after the completion of the project / until the withdrawal of the voluntary informed consent

	Place and date of birth 
	With the purpose of identifying the given person.
	Voluntary informed consent.
	For minimum 5 years after the completion of the project / until the withdrawal of the voluntary informed consent

	Place of employment 
	With the purpose of identifying the given person.
	Voluntary informed consent.
	For minimum 5 years after the completion of the project / until the withdrawal of the voluntary informed consent

	Education/training 
	With the purpose of identifying the given person.
	Voluntary informed consent.
	For minimum 5 years after the completion of the project / until the withdrawal of the voluntary informed consent

	E-mail address
	With the purpose of identifying the given person.
	Voluntary informed consent.
	For minimum 5 years after the completion of the project / until the withdrawal of the voluntary informed consent

	Place of residence (city)
	With the purpose of identifying the given person.
	Voluntary informed consent.
	For minimum 5 years after the completion of the project / until the withdrawal of the voluntary informed consent


5. Who can access your personal data?

When applying for participating in the Romanian-Hungarian surgery training programme that is organised as part of the ROHU400 programme, your personal data can be accessed by the data processing unit named in Point 1 of the present Data Control Information, plus those to whom we disclose or transfer your personal data (collectively referred to as recipients).
5.1. Data transfer within the organisation
We don’t transfer data within the organisation.

5.2. Data disclosure to recipients who don’t belong to the organisation
We don’t disclose data to domestic or international recipients.

Your personal data is exclusively processed by the persons designated by the data controller named in Point 1, with the purpose, legal basis and for the time period specified in Point 4.

6. Do we use any data processing service?

No, we don’t use any data processing service.

7. Do we collect personal information about you from other sources?

No, we don’t. It is you who provide us with the  data we process and we don’t collect data from other sources.

8. Is automated decision-making performed as part of the data processing?

No, it isn’t. Applications for participating in the programme are processed by humans.

9. What are the legal consequences of failing to provide the data?

If you don’t provide the data, your application to participate in the programme will be rejected.
10. What rights do you have?

When you apply for participating in the Romanian-Hungarian surgery training programme that is organised as part of the ROHU400 programme, you have the following rights:

1. the right to be informed – you can request information about the processing of your personal data. We guarantee this right of yours by preparing and publishing this Data Control Information.
2. the right of access – you have the right to request information about or a copy of your personal data that we process.
3. the right to rectification – if you notice any inaccuracy in your personal data that we process, you are entitled to request the correction of this.

4. the right to withdraw the voluntary informed consent and the right to erasure – you can withdraw your voluntary informed consent any time. Hereby we inform you that the withdrawal of consent doesn’t affect the lawfulness of the data processing prior to the withdrawal. In the case that the data processing is based on voluntary informed consent and there is no other legal basis for the data processing, you can request the erasure of your personal data.
5. the right to restrict processing – you can request the restriction of processing your personal data, e.g. when you dispute the accuracy of your personal data, for the period while the data controller checks the accuracy of the data; or if you decide to make a legal claim.
6. the right to data portability – in the case when we perform automated data processing, if the processing of your data is based on your voluntary informed consent or a contract and you need your personal data, we provide that data to you.

7. the right to an effective judicial remedy – if your rights are violated, you are entitled to start legal proceedings for an effective judicial remedy.

11. What kind of judicial remedy is available to you?

11.1. You can appeal to the data protection officer of the Szent-Györgyi Albert Clinical Centre of the University of Szeged, at the following addresses:

Dr Zoltán Alexin 

Address: University of Szeged, TTIK, Department of Software Engineering
6720 Szeged, Dugonics tér 13., 1. em., 149. szoba

Tel.: +36 (62) 544-130

E-mail: alexin@inf.u-szeged.hu
11.2. You can appeal to the data protection officer of the University of Szeged, at the following addresses:

Dr Dóra Lajkó 

Address: University of Szeged, Rector’s Office, Data Protection Office 
6720 Szeged, Dugonics tér 13., 3. em., 304. szoba

Tel.: +36 (62) 342-376, +36 (62) 544-000/2376

E-mail: dpo@szte.hu
11.3. You can appeal to the National Authority for Data Protection and the Freedom of Information, at the following addresses:

National Authority for Data Protection and the Freedom of Information 
Address: 1055 Budapest, Falk Miksa utca 9-11.
Postal address: 1363 Budapest, Pf. 9.

Tel.: +36 (1) 391-1400

E-mail: ugyfelszolgalat@naih.hu
11.4. You can start a court proceeding
Depending on the nature of the unlawful data processing you have experienced, you can start a court proceeding, even against the National Authority. You can read more about how and where to start such a proceeding at the following website: https://birosag.hu/birosagi-szervezetek
12. Does the University of Szeged have a data protection officer?

Yes, it does. You can find the contact details of the data processing officer of  the Szent-Györgyi Albert Clinical Centre of the University of Szeged in Point 11.1, and you can find the contact details of the data processing officer of  the University of Szeged in Point 11.2. These two data protection officers will liaise between you and the Szent-Györgyi Albert Clinical Centre of the University of Szeged.
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